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                                                      ) 
In the Matter Of                             ) 
                                                      ) 
Restoring Internet Freedom          )  WC Docket No. 17-108 
 

Written Ex Parte of the Benton Foundation 
 
 

The Benton Foundation offers the following for the newly-opened WC Docket No. 

17-108. 

Malkia Cyril, the founder and executive director of the Center for Media Justice, 

recently highlighted the importance of the open Internet on civic engagement. She writes, 

“The open internet…has decentralized the media and allowed black activists in a modern 

movement against police and state violence to bypass discriminatory media gatekeepers 

and reveal the extent of the state’s abuse. When ordinary people capture shocking video 

footage of police officers fatally shooting black citizens, for example, it is more difficult for 

Americans to ignore the realities of racial injustice.” She concludes, “Our survival, and our 

democracy, requires us to reject high-tech policing and usher in the strongest net neutrality 

rules available. The open internet can represent the future of digital democracy, or we can 

use technology to continue encoding inequality into our modern world.” 

Before launching a proceeding to undo open Internet rules, the Commission should 

consider the potential impact on vulnerable communities.  

 

Sincerely, 

_____/s/_______             

Kevin Taglang 

Benton Foundation 
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My first known ancestor in the Americas was an Ashanti woman called “the

African.” We don’t know her name, but through records kept by slaveholders, we

know she existed.

We know she was transported to Jamaica, where my known lineage began. These

records of property bought and sold were a form of surveillance at the time.  

Early technologies, and the policies and practices that undergird them, were forged

to separate the citizen from the slave. The slave passes, branding, and lantern laws

of then have become the cellphone trackers, facial recognition software, and body-

The Antidote to Authoritarianism
Without the open internet, Americans lose an essential tool in the fight against

discriminatory mass surveillance.

Police in riot gear stand guard in Ferguson, Missouri, on November 25, 2014.

MALKIA A. CYRIL

MAY 8, 2017 |  CAN TECHNOLOGY RESCUE DEMOCRACY?

Adrees Latif / Reuters / Zak Bickel / The Atlantic

https://www.theatlantic.com/author/malkia-a-cyril/
https://www.theatlantic.com/projects/can-technology-rescue-democracy/
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worn police cameras of now. Their mission, however, hasn’t changed much—to

catch and control black dissidence—only now they’re doing so in a digital age.

These technologies have been incorporated into the law enforcement process at

every level, from predictive algorithms for assessing pre-trial risk and criminal

activity to widely adopted police technologies that face little to no oversight. These

technologies—including cell-site simulators and surveillance cameras—are trained

on communities of color, especially blacks, immigrants, Arabs, and Muslims. In

each case, the presence of technology, of math, is touted as the lynchpin for

countering bias despite clear evidence that data derived from discriminatory

processes reinforces, not eliminates, bias.

As black communities and other targeted groups battle the use of surveillance

technologies, they are also battling to use technology to watch back, to speak truth

to power, and to hold power to account. When black communities watch back,

that’s democracy—or, one face of it.

The open internet, in particular, has decentralized the media and allowed black

activists in a modern movement against police and state violence to bypass

discriminatory media gatekeepers and reveal the extent of the state’s abuse. When

ordinary people capture shocking video footage of police officers fatally shooting

black citizens, for example, it is more difficult for Americans to ignore the realities

of racial injustice. Technology has always been a double-edged sword for black

people in America and beyond. On the one hand, it can pose a grave threat; on the

other, great opportunity.

My mother knew this better than most. She was one of thousands watched by the

Federal Bureau of Investigations (FBI) counterintelligence program during the

American civil rights and Black Power movements of the 1960s and 1970s. She

was also editor of the Black Panther Party newspaper and an avid educator. She

understood that media and technology could help black communities build

democracy, but only to the degree that the technology itself was democratized.  

http://www.slate.com/blogs/future_tense/2016/08/18/baltimore_police_use_surveillance_technology_to_target_black_neighborhoods.html
https://www.propublica.org/article/machine-bias-risk-assessments-in-criminal-sentencing
https://www.nytimes.com/2016/07/08/us/philando-castile-falcon-heights-shooting.html
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Right now, more than 100 million people live without adequate access to

broadband, and cost is the major barrier. This divide between those who can afford

adequate internet access and those who cannot leaves millions out in an analog

cold. Couple this with the rise of digital policing, and online censorship, and

harassment in a high-tech civil society—and you’ll see the brutal gap between the

people who have access to democracy in the 21st century, and those who do not.

It doesn’t have to be this way.

Enforcing the FCC’s Title II Net Neutrality rules passed in 2015, to ensure all

Internet traffic is treated equally, is one step the United States must take to preserve

democracy in a digital age. It is one way those who have been persistently watched

using digital technologies, can watch back using those same technologies. The

open internet is a powerful tool in the fight against discriminatory mass

surveillance.

Yet, under the current White House administration, which is backed by powerful

industry special interests, efforts to repeal these strong and hard-won rules have

already begun at the hand of former Verizon lawyer Ajit Pai.

Representative John Lewis, the long-time civil rights activist, remarked in a 2015

public statement supporting strong net neutrality rules that, “If we had the internet

during the movement, we could have done much, much more to bring people

together from all around the country, to organize and work together to build the

beloved community. That is why it is so important for us to protect the internet.

Every voice matters, and we cannot let the interests of profit silence the voices of

those pursuing human dignity.”

It is because people like Congressman Lewis fought for an open internet that my

voice can reach you today. It is to an open internet that our mobile phones upload

evidence of police violence, previously unseen. It is on an open internet that

undocumented migrants and Muslim activists have echoed a demand for rights

and dignity. The open internet is democracy’s antidote to authoritarianism. The

web is where the voices of dissidence that have always been watched, can watch

http://www.politico.com/story/2015/02/net-neutrality-a-lobbying-bonanza-115385
https://www.facebook.com/RepJohnLewis/posts/10152979170588405


5/9/2017 Surveillance and the Power to Watch Back  The Atlantic

https://www.theatlantic.com/technology/archive/2017/05/theantidotetoauthoritarianism/525438/ 4/4

and talk back. It is where those for whom democracy has been but a dream use the

technology platforms of the moment to defy, defend, and demand dignity.

Our survival, and our democracy, requires us to reject high-tech policing and usher

in the strongest net neutrality rules available. The open internet can represent the

future of digital democracy, or we can use technology to continue encoding

inequality into our modern world.

This article is part of a collaboration with the Markkula Center for Applied Ethics at Santa Clara University.
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